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Introduction
Void

changes wrt previous version
void

Proposal
It is proposed to update TS 23.791 as follows.
* * * Change * * * * 
6.14
Solution 14: Data Collection from NFs via NF Event Exposure services
6.14.1
Description

This solution addresses the Key Issue #3: "Interactions with 5GS NFs/AFs for Data Collection".

This solution proposes to use the existing exposures services (Event Exposure Service) offered by NF such as AMF, SMF, PCF and UDM in order to collect individual behaviour data for producing services related to individual UEs. This solution is used by NWDAF to subscribe/unsubscribe at any NFs to be notified for data collection on a set of events, using existing Event Exposure Service framework  defined in TS 23.502 [3]. It extends the principles of the existing exposures services to enable data collection from 5GC NFs and AFs.

The solution 14 will be used in complement of the current mechanisms defined in SA WG5 for data collection. For example, TS 28.552 [15] (5G performance measurements - Rel‑15) defines the measurements and KPIs that can be retrieved from OAM services. 
NOTE 1: Solution 12 can be considered for this purpose.

 Basically, OAM services will be used to retrieve information targeting a NF, a slice, a geographical area while solution 14 will be used to retrieve information targeting an UE (or a list of UE(s)) or group(s) of UE(s).
6.14.1.1
Data Collection via NF/AF Event Exposure

The procedure in Figure 6.14.2-1 is used by NWDAF to subscribe/unsubscribe at NFs (e.g. UDM, AMF, SMF, PCF and AF) to be notified for data collection on a related event (s), using existing Event Exposure Service on Namf, Nsmf, Nudm, defined in TS 23.502 [3]; it also defines a Naf exposure service along the same principles.
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Figure 6.14.2-1: Event Exposure Subscribe/unsubscribe for NFs/Operators AFs
NOTE 1:
The invoking service operations for PCF are Npcf_PolicyAuthorization_Subscribe and Npcf_PolicyAuthorization_Notify as defined in clause 5.2.5.3 TS 23.502 [3]

1.
The NWDAF subscribes to or cancels subscription for a (set of) Event ID(s) by invoking the Nnf_EventExposure_Subscribe/ Nnf_ EventExposure _Unsubscribe service operation.

NOTE 2:
The Event ID (s) defined in TS 23.502 [3] could be used or new Event ID(s) could be needed which depends on the use cases.

2.
If NWDAF subscribes to a (set of) Event ID(s), the NFs notifies the NWDAF (e.g. with the event report) by invoking Nnf_EventsExposure_Notify service operation.

NOTE 3:
The NWDAF could use the reporting flag as defined in Table 4.15.1-1 TS 23.502 [3] to meet the request-response model for data collection from NFs.
6.14.1.2
Usage of Current exposure framework by the NWDAF

The NWDAF can subscribe (and unsubscribe) to the Event exposure service from NF(s) reusing the framework already defined in TS 23.502 [3] subclause 4.15. This framework supports the possibility for the NWDAF to indicate / request:

-
One or multiple Event ID(s). Dedicated new Event Id(s) may be (should be) further defined in other solutions of this TR. New Event ID(s) may be defined by solutions using the eNA framework
.
-
The object targeted by the Events (e.g. an UE identified by its SUPI or GPSI, any UE, a group of UE(s)). The target of event reporting defined in TS 23.502 [3] subclause 4.15.1 is reused (and extended) for that purpose.

-
Event Filter Information defined in TS 23.502 [3] subclause 4.15.1. It provides Event Parameter Types and Event Parameter Value(s) to be matched against; In the case of NWDAF requests this may correspond to following optional filters:

-
location filters e.g. network Area Of Interest. The Area Of Interest may be defined as a list of cells, a list of Tracking areas, an access type (3GPP, Untrusted Non 3GPP, Wireline), an area type (urban, rural).

-
service information filter (DNN, S-NSSAI) 
-
A Notification Target Address (+ Notification Correlation ID) as defined in TS 23.502 [3] subclause 4.15.1, allowing the NWDAF to correlate notifications received from the NF with this subscription.

-
Event Reporting Information described in TS 23.502 [3] Table 4.15.1-1. 

This e.g. already supports the configuration of Mode of reporting (e.g reporting up to a maximum number of reports allowing a “one shot” analytics request, periodic reporting along with periodicity, reporting up to a maximum duration) or the request to notify the current status of the subscribed event, if available, immediately to the NWDAF
This framework could also be supported by AF(s) 

The notifications from NF contain on top of the Event being reported (and of dedicated information being reported for this event) 

· The Notification Correlation Information provided by the NWDAF in its request
· (when it applies to the event) the target Id e.g. UE ID (SUPI and if available GPSI), 
· A time stamp.
6.14.1.3
Collectable Data Item (CDI).
The combination of the Event Id and of the Events Targets defines a set of Collectable Data Item (CDI).

A Collectable Data Item (CDI) offered by an NF/AF may be either:

-
An elementary metric, either standardized, or implementation specific, in both cases with a documented semantic and format. A metric is a statistical data (e.g. average, total, standard deviation, maximum, minimum) relative to a given quantity (e.g. counter, gauge, delay, ratios).

-
An implementation-specific block of data, in textual or binary form, structured or not (e.g. log, array of metrics, traces).

The support of different objects targeted by the event of a CDI may depend on each NF/AF, but the levels and the order of levels should be structured with the same descending pattern as described in Table 6.14.1.3-1.

The CDIs can be either aggregated or explicitly listed. On only one single wild carded CDI and one single parameter for the event filter information is used within a subscription, it should be possible to specify that the CDI is explicitly listed.

When level aggregation is chosen, the cumulative or mean value of the measurement shall be provided, depending on the type of CDI. For instance, if the requested event ID is associated with a CDI "registration counter" aggregated on all cells (i.e., the targeted object is based on Access ID and the event filter information is CDI_Tag=”* cells”), the content of the notification associated with the Event ID contains only one aggregated value, and it totalizes all cells. Aggregation rules should be specified per CDI type.
When explicitly listed, all parameter types and values of the event filter information from a CDI corresponding to the wildcard are requested. The filter, when applied to the set of CDI_tags stored in the NF/AF repository, produces a subset of fully defined CDI for each targeted object. For instance, if the requested event ID is associated with a CDI "XXX" with an explicit list of “TAIx, TAIy, TAIz, the notification content associated with the event ID is generated with an array of counters per TAI  
6.14.2
Impacts on Existing Nodes and Functionality
The NWDAF uses existing network interfaces and services , which are already defined in R15 for event exposure from AMF, SMF, PCF, UDM
Definition of the AF service and operations for the event exposure. 
Extensions on the types of monitoring events from the Exposure Framework from R15 are required. 
No additional interface is required on the NFs for the purpose of collection individual UE behaviour.

6.14.3
Solution Evaluation

The proposed solution is fit to the need of collecting dedicated information 
This solution allows data collection from NFs/AFs and 3rd Party AFs. It also allows the non-OAM data collection per groups of UEs, or different criteria for defining information populations to be exposed to NWDAF (e.g., per application ID). 

The proposed extensions on R15 Exposure Framework for data collection consumption by NWDAF enable NFs/AFs to expose pre-processed data from populations, as well as individual events. 


* * * Change * * * *
* * * Change * * * *
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